
PRIVACY POLICY 

[Last Modified: August 2024] 

 

Radix Technologies Ltd. (“Radix”, "Company", "we" or "us") is devoted to making sure that your 
privacy rights are respected, and personal data is collected and used in accordance with the 
current and applicable privacy and data protection law. This Privacy Policy explains what data we 
collect when using our Services, how such data may be used or shared with others, how we 
safeguard it and how you may exercise your rights related to your Personal Data (as defined 
below), as required under applicable data protection laws.  

This Privacy Policy supplements our End User License Agreement (“EULA”), and is an integral part 
thereof and incorporated by reference.  Any term not defined herein shall have the meaning 
ascribed to such term under the EULA or applicable privacy legislation.  

Radix specializes in providing advanced device management solutions through a comprehensive, 
cloud-based Dashboard designed to simplify the administration and security of various devices 
across diverse environments (“Product”, “Dashboard” and “Devices” as defined under the EULA). 
Company’s services collectively shall be referred herein as “Services”).  

This privacy policy (“Privacy Policy”) governs our data processing practices in connection with:  

• “Visitors”: Individuals who visit or otherwise interact with our website available at radix-
int.com (“Site”);  

• “Customers”: Our direct customers who engaged us for providing them with the Product. 

• “End Users”: Customers’ authorized users interacting with the Product through the Dashboard 
on behalf of the Customer.  

Our Product, Dashboard and Site shall be collectively referred to herein as the “Services”. Visitors, 
Customers and End Users shall be further, separately and collectively, referred to herein as “you”.  

Additional Notice to California Residents: In the event you are a California resident – please 
review our CCPA Privacy Notice to learn more about our privacy practices with respect to the 
California Consumer Privacy Act. 

Additional Notice to Specific US States Residents: In the event you are a resident of certain US 
states – please also review Section 13 below ”US Jurisdiction-Specific Notices” to learn more about 
our privacy practices and your rights under the privacy and data protection legislation which 
applies in those states. 

We recommend you review this Privacy Policy periodically to ensure that you understand our 
most updated privacy practices. 

 

1. CHANGES TO THE PRIVACY POLICY  

We reserve the right to change this Privacy Policy from time to time, at our sole discretion. The 
most recent version of the Privacy Policy will always be posted on the website and the update 
date will be reflected in the “Last Modified” heading. We will provide notice to you if these 
changes are material, and, where required by applicable law, we will obtain your consent. Any 
material amendments to the Privacy Policy will become effective within 30 days upon the display 

https://www.radix-int.com/end-user-license-agreement/
https://www.radix-int.com/
https://www.radix-int.com/
https://www.radix-int.com/ccpa-notice/


of the modified Privacy Policy. We recommend you review this Privacy Policy periodically to 
ensure that you understand our most updated privacy practices. 

2. CONTACT INFORMATION AND DATA CONTROLLER INFORMATION

Radix Technologies Ltd. incorporated under the laws of Israel (and its affiliated companies and 
subsidiaries) is the “Data Controller” (as such term is defined under the EU General Data 
Protection Regulation known as the “GDPR” or equivalent privacy legislation) of the Personal Data 
processed by the Company related to: 

● Visitors’ use and interaction with our Site;

● Customers and End User’s interaction with the Services (where such data is processed in our
capacity as Controllers); 

Note to Customer’s Device Users (as defined under the EULA): we process Device Users’ 
Personal Data as “Data Processors” on behalf of the Customers in their role as “Data 
Controllers” of such Personal Data. This means that while we process such data in our systems, 
we are not the legal owner of it. The processing of such data is subject to the separate and 
independent privacy policies and practices of the respective Customer, which you are 
encouraged to review. Any reference in this Privacy Policy to Device Users’ data is for 
informational purposes only. 

If you have any question, inquiry, request or concern related to this Privacy Policy or the 
processing of your Personal Data, you may contact our privacy team as follows:  

● By Email – to our Data Protection Officer: dpo@radix-int.com

● By Mail - Radix Technologies Ltd, 1 Ariel Sharon St., Or Yehuda (Tel-Aviv area) Israel 6037608

Representative for data subjects in the EU and UK Contact Information: 

Per Article 27 to the GDPR, we have appointed Prighter as our EU and UK Data Protection Representative. 
The DPR contact details are: 

- EU DPR:
PrighterGDPR-Rep by Maetzler Rechtsanwalts GmbH & Co KG, from Schellinggasse 3/10 1010 
Vienna, Austria. 

- UK DPR:

PrighterUK-Rep by Prighter Ltd, from 20 Mortlake Mortlake High Street, London, SW14 8JN, 
UNITED KINGDOM. 

You can submit any inquiry to the DPR through our designated DPR webpage available here. 

3. DATA SETS WE COLLECT AND FOR WHAT PURPOSE

You will find below information regarding the types of data we collect, the purposes for which we 
process your data as well as our lawful basis for processing (where the GDPR applies to your data). 

We collect two types of data, depending on your interaction with us: 

mailto:dpo@Radix-int.co
https://prighter.com/q/19833954396


“Non-Personal Data” meaning aggregated, non-identifiable information, which may be made 
available or gathered via your access to and interactions with the Services. We are not aware of 
the identity or other identifiers of the individual from which the Non-Personal Data is collected. 
The Non-Personal Data being collected may include aggregated usage information, such as views 
of certain Site pages and actions on the Site, as well as technical information transmitted by your 
device, such as the type of browser or device, type of operation system, device settings and 
technical software data, etc. 

“Personal Data” or “Personal Information” meaning, individually identifiable information, 
namely information that identifies an individual or may, with reasonable effort, be used to identify 
an individual. 

For avoidance of doubt, any Non-Personal Data connected or linked to any Personal Data shall be 
deemed as Personal Data as long as such connection or linkage exists. 

We do not knowingly collect or process any Personal Data constituting or revealing racial or ethnic 
origin, political opinions, religious or philosophical beliefs, or trade union membership, genetic 
data, biometric data, data concerning a person's health or data concerning a person’s sex life or 
sexual orientation (“Special Categories of Personal Data”). 

The tables below detail the processing of Personal Data we collect, the purpose, lawful basis, 
and processing operations: 

VISITORS, CUSTOMERS & END USERS 

Data Sets Purpose And Operations Lawful Basis (Where the 
GDPR applies) 

Contact Communications: 

In the event you contact 
us for support or other 
inquiries, either through 
the online forms available on 
the Site, by sending us an 
email or by other means of 
communications we make 
available, you will be 
requested to provide us with 
your name, email address, 
phone number, the name of 
the company on behalf of 
which you are contacting us, 
country, and any other 
information you choose to 
share with us.  

Furthermore, if you use our 
live chat feature, you may be 
sharing additional
information with the 

We process such Contact 
Communications data solely for 
the purpose of contacting you, 
responding to your inquiries and 
provide you with the support or 
information you have requested. 

The correspondence with you 
may be processed and stored by 
us in order to improve our 
customer service, as well as in 
the event we reasonably 
determine it is needed for future 
assistance or to handle any 
dispute you might have with us. 

We process such Contact 
Details data subject to our 
legitimate interest in order 
to respond to your inquiry. 



representative assisting you 
through the chat. 

(collectively “Contact 
Communications”)   

Online Identifiers and Usage 
Data: 

When you access our Site or 
interact with the Product, we 
collect certain online 
identifiers such as IP address, 
and cookie ID (“Online 
Identifiers”). We may further 
collect information related to 
your use and interaction with 
our Site and Product such as 
directing campaign and URLs, 
pages viewed, access time 
and date, duration, 
clickstream, WiFi network, 
DNS name, etc.  (“Usage 
Data”).   

In addition, we may use third 
party enrichment tools to 
provide us additional 
information based on your 
Online Identifiers (i.e. IP 
Address) such as the 
Company associated with the 
IP address 

We process Online Identifiers 
and Usage Data through our or 
third-party cookies and tracking 
technologies for analytic, 
marketing and advertising 
purposes.  

For example, we process this 
data to understand how Visitors 
use our Site and how Customers 
use our Product, as well as to 
measure effectiveness of our 
features and content.  

In addition, Usage Data related 
to our Site and Product helps us 
to better understand our 
business, analyze our 
operations, maintain, improve, 
design, and develop the Service, 
conduct statistical analysis, etc. 

In addition, we process such 
data for operation, Site and 
Product’s functionality, security 
and fraud prevention purposes, 
debugging purposes and to 
resolve technical problems. 

Note that, we do not attempt to 
analyze or determine your 
identity based on such 
information or otherwise 
combine it with any information 
such as your name or email 
address.  

Where we collect Online 
Identifies or Usage Data for 
analytic and advertising 
purposes, we process such 
data based on your consent 
which we will obtain 
through our cookie notice 
and consent management 
tool. You may withdraw 
consent or change your 
preferences at any time by 
using the cookie settings 
tool available on our Site. 

Where we collect Online 
Identifiers or Usage Data 
for operation and security, 
we process your data based 
on our legitimate interest. 

Customer and End-User 
Registration and Account 
Data: 

In order to use the Product 
including accessing the 
Dashboard, Customers and 
End Users are required to 
have  an Account. In order to 

We process such Account Data 
to allow to the Customer and its 
End Users to access and use our 
Services.  We will further use 
such data to designate  the 
Account and validate access, 
(e.g., account management, 
support and to provide other 

We process such Account 
Data for the purpose of 
performing our contract 
with the Customer, 
meaning, to provide our 
Services to the Customer. 

Direct Marketing is based 
on our legitimate interest, 



create the account, certain 
basic information will be 
processed including End 
Users’ full name, email 
address, username and 
password. Further, the 
Customer’s Account may 
include additional 
information such as contact 
phone number, the name of 
the organization, positions, 
billing data, etc.   

(collectively “Account Data”) 

ancillary services), as well as to 
send you needed information 
related to our business 
engagement (e.g., send you a 
welcome message, notify you 
regarding any updates to our 
Product, send applicable 
invoices, etc.). 

 

In addition, we may use your 
contact information to send 
you additional occasional 
communications and updates 
related to the Product, as well 
as promotional and marketing 
emails, offers, materials and 
other marketing content 
(“Direct Marketing”).  

you may opt-out at any 
time through the 
“unsubscribe” link within 
the email or by contacting 
us directly. Please note that 
if you opt-out we will not 
send you our marketing 
materials however we will 
continue to send you 
Services related 
communications such as 
communications related to 
transactions, etc. 

Location Data: 

When you access our 
Services we process location 
data that may include 
approximate location 
extracted from the IP or GPS 
location, where made 
available through your 
device. 

(collectively “Location Data”) 

We process Location Data for 
security and verification 
purposes, as well as to 
customize our Services.  

Where we process Location 
Data for operation and 
security, we process your 
data based on our 
legitimate interest. 

Where required under 
applicable laws, we process 
Location Data through the 
GPS subject to your 
consent. 

 Recruitment Data: 

 In the event you are 
interested in joining our team 
or apply for a position posted 
on our Site, you will be 
requested to provide us your 
contact details (such as 
name, email address, phone 
number, etc.) and CV.  

In addition, we may collect 
further information from 
public and online sources, 
referees, and former 
employers  

We process Recruitment Data 
as part of our recruitment and 
screening efforts to decide 
whether you can suit a position 
in Radix. Further, we may 
process such data in order to 
comply with corporate 
governance and legal and 
regulatory requirements 
(including the retention of such 
information).  

 

We process such 
Recruitment Data subject 
to our legitimate interest.   

If we process sensitive data 
to ensure diversity, we will 
do so upon your explicit 
consent, which you may 
withdraw at any time by 
contacting us.  

Further, if we reject your 
application, we will delete 
the Recruitment Data, 
unless we have requested 
your consent to keep you 
information for a future 



(collectively “Recruitment 
Data”). 

opportunity or if we are 
required by law. 

Webinar Registration: 

In the event you register to 
our webinars you will be 
requested to provide us with 
your full name, email 
address, phone number, 
country, and any other 
information you choose to 
share with us.  

We process such data in order 
to register you as a participant 
and enable your participation. 

We may further process your 
data to send you needed 
information related to our 
webinar as well as additional 
occasional communications 
and updates related to our 
Services, promotional and 
marketing emails (i.e., Direct 
Marketing, as defined above).  

We process such 
information subject to our 
legitimate interest. 

We may record the 
webinar, subject to your 
request and consent.  

Direct Marketing is further 
based on our legitimate 
interest, you may opt-out at 
any time through the 
“unsubscribe” link within 
the email or by contacting 
us directly. Please note that 
if you opt-out we will not 
send you our marketing 
materials. 

Resellers: 

If you wish to collaborate 
with the Company as a 
reseller of the Products, you 
will first be asked to submit 
an appropriate application 
for our review. As part of the 
application, you will be asked 
to provide information such 
as full name, contact 
information (phone, email, 
etc.), country, organization, 
field of operation, 
experience, etc.  

We process such data for the 
purpose of reviewing and to 
examine your organization’s 
applicability your application for 
this collaboration. 

 

We process such 
information subject to our 
legitimate interest. 

 

Survey and Feedback:  

We may ask you to provide 
feedback on our Services, 
including any alpha/beta 
services or free demo 
services. If you choose to 
address our request for such 
feedback or participate in our 
survey, we will collect your 
feedback and contact 
information such as your 
name, email address, etc.   

We use this information to 
improve, revise and enhance our 
Service, as well as optimize and 
customize the Services.  

We process such 
information subject to your 
consent. You may withdraw 
your consent at any time. 

 



Please note that the actual processing operation per each purpose of use and lawful basis detailed 
in the table above may differ, and we are only responsible for the Personal Data we collect and 
process as the controller of the Personal Data. Such processing operation usually includes a set of 
operations made by automated means, such as collection, storage, use, disclosure by 
transmission, erasure, or destruction. The transfer of Personal Data to third-party countries, as 
further detailed in the “Data Transfer” Section below, is based on the same lawful basis as 
stipulated in the table above.  

In addition, we may use certain Personal Data to prevent potentially prohibited or illegal activities, 
fraud, misappropriation, infringements, identity thefts, and any other misuse of the Services and 
to enforce our agreements, as well as to protect the security or integrity of our databases and the 
Product, and to take precautions against legal liability. Such processing is based on our legitimate 
interests.  

 

Information Regarding Device User Data Collection 

As explained above, each respective Customer is the Controller of its Device Users’ personal data, 
and we merely process such data in our capacity as Data Processors on behalf of the applicable 
Customer. Therefore, each respective Customer is exclusively responsible for providing their 
Device Users with privacy policies, other disclosures, and information regarding privacy-related 
rights.  

For convenience and informational purposes only, below are the details about the data 
processed in the Product with respect to Device Users: 

 

MDM PRODUCTS  

Data Sets Purpose And Operations Lawful Basis (Where the 
GDPR applies) 

If our MDM Product was 
implemented by any of our 
Customers on the Device 
Users’ device, the following 
data sets are collected on 
behalf of the Customer from 
your device:  

• Device Geolocation 
(approximate location 
extracted from the IP, time 
zone, or GPS location, 
where made available 
through your device); 

• Online Identifiers (IP 
address, MAC address); 

• Device Information 
(operating system type and 

We process such data to provide 
the Customer with the Services. 
This data is shared with the 
Customer as the Data Controller, 
and may also be shared with 
other parties, including 
manufacturers and resellers, for 
support, maintenance, and 
other service-related purposes.  

 

As detailed above, we act as 
the “Data Processor” on 
behalf of the Customer. 
Therefore, the Customer, as 
the “Data Controller” of the 
Device User’s Personal 
Data, will determine the 
lawful basis for processing 
this data and is responsible 
for providing the Device 
User with all necessary data 
collection-related policies 
and, where applicable, 
obtaining their consent.   

 



version, device model, 
manufacturer , serial  
number, memory, storage, 
CPU model, screen size and 
resolution, device settings 
such as language, etc.); 

• Network Information 
(connected WiFi) 

• Usage Data and Installed 
Apps (access time and date, 
apps installed on the 
device, apps’ usage 
statistics) 

• Filesystems Information; 

 

CLASSROOM MANAGEMENT (“TEACHER VIEW”) PRODUCT 

Data Sets Purpose And Operations Lawful Basis (Where the 
GDPR applies) 

If you are a Device User of 
our “Teacher View” Product, 
the following data sets are 
collected on behalf of the 
Customer:  

• Registration Data: To 
access the features of the 
Teacher View Product, the 
Customer will send each 
Device User a designated 
link through which you will 
be requested to register 
with your Google or 
Microsoft account. We will 
collect Device Users’ 
username, image/avatar, 
and email address as 
provided under such 
account. 

• Additional Permissions: 
Depending on the 
permissions requested by 
the Customer, you may 
need to provide access to 
Device User camera, 

We process such data to provide 
the Customer with the Service. 
This data is shared with the 
Customer as the Data Controller, 
and may also be shared with 
other parties, including 
manufacturers and resellers, for 
support, maintenance, and 
other service-related purposes.  

  

As detailed above, we act as 
the “Data Processor” on 
behalf of the Customer. 
Therefore, the Customer, as 
the “Data Controller” of the 
Device User Personal Data, 
will determine the lawful 
basis for processing this 
data and is responsible for 
providing the Device User 
with all necessary data 
collection-related policies 
and, where applicable, 
obtaining their consent.   

 



microphone, and Google 
Drive. We will not store or 
use this Personal Data.  

 

4. GOOGLE PLAY STORE NOTICE 

In order to allow the central management and support of mobile devices the Viso MDM agent 
collects the following device data ding the device Google account name, physical network 
address, IMEI, device settings, application list, application usage (duration and frequency), device 
location and OS version information. The data is stored on the Viso MDM account only, with the 
app and may be accessed solely by the authorized account manager(s). 

The Viso MDM agent is using 'Device Admin' as further detailed below: 

• Security policy Limit Password - Needed for the Mobile Device 
Management Functionality 'Setting Password Restrictions' 

• Security policy Watch Login - Needed for the Mobile Device 
Management Functionality 'Monitoring and reporting failed Login Attempts' 

• Security policy Reset Password - Needed for the Mobile Device Management 
Functionality 'Anti Theft Lock' and 'Password recovery 

• Security policy Force Lock - Needed for the Mobile Device Management Functionality 
'Anti Theft Lock' 

• Security policy Wipe Data - Needed for the Mobile Device Management Functionality 
'Anti Theft' and 'Wipe User Data' 

• Security policy Expire Password - Needed for the Mobile Device Management 
Functionality 'Setting Password Restrictions' 

• Security policy Encrypted Storage - Needed for the Mobile Device Management 
Functionality 'Setting Security Restrictions' 

• Security policy Disable Camera - Needed for the Mobile Device Management 
Functionality 'Setting Security Restrictions' 

 

5. HOW WE COLLECT INFORMATION 

Depending on the nature of your interaction with the Site and Services, we may collect 
information as follows: 

• Automatically – we may use cookies (as elaborated in the section below) or similar tracking 
technologies (such as pixels, tags, agent, etc.) to gather some information automatically. 

• Provided by you or about you voluntarily – we will collect information if and when you 
choose to provide us with the information, such as through online registration, contact us 
communications, etc. all as detailed in this Privacy Policy. 

 

6. SHARING INFORMATION WITH THIRD PARTIES  

First, note that Device Users’ Personal Data is legally owned by the Customer and is shared with 
the Customer, or any third party as instructed by or related to the Customer, as part of our 
service provision. 



Apart from that, we may share your Personal Data with third parties, including our affiliated 
companies and subsidiaries, as well as service providers that help us provide our Services. You can 
find in the table below information about the categories of such third-party recipients.  

Category of Recipient Data That Will 
Be Shared 

Purpose of Sharing 

Service Providers  

 

 

All types of 
Personal Data  

We share Personal Data with our trusted 
agents (such as legal counsel) and service 
providers (including, but not limited to, our 
Cloud Service Provider, Analytics Service 
Provider, CRM provider, etc.) so that they can 
perform the requested services on our 
behalf. Thus, we share your data with third 
party entities, for the purpose of storing such 
information on our behalf, or for other 
processing needs. These entities are 
prohibited from using your Personal Data for 
any purposes other than providing us with 
requested services. 

Resellers and 
manufacturers  

All types of 
Personal Data 

We may share Personal Data as required for 
the provision of our services with any reseller 
of manufacturer involved in our business 
conduct, including without limitation for 
support and maintenance purposes. 

Any acquirer of our 
business 

All types of 
Personal Data 

We may share Personal Data, in the event of 
a corporate transaction (e.g., sale of a 
substantial part of our business, merger, 
consolidation or asset sale). In the event of 
the above, our affiliated companies or 
acquiring company will assume the rights and 
obligations as described in this Policy. 

Affiliated companies All types of 
Personal Data 

We may share Personal Data with our 
affiliated companies in accordance with the 
terms of this Policy and for the purpose of 
providing the Services.  

Legal and law 
enforcement  

 

Subject to law 
enforcement 
authority request 

We may disclose certain data to law 
enforcement, governmental agencies, or 
authorized third parties, in response to a 
verified request relating to terror acts, 
criminal investigations or alleged illegal 
activity or any other activity that may expose 
us, you, or any other user to legal liability, and 
solely to the extent necessary to comply with 
such purpose. 

 



For avoidance of doubt, we may transfer and disclose or otherwise use Non-Personal Information 
or information which is linked to anonymous random identifiers or information that is aggregated 
in a non-identifiable way, at its own discretion. 

 

7. COOKIES POLICY 

When you access or use the Site, we use “cookies” or similar tracking technologies, which store 
certain information on your device (i.e., locally stored). The use of cookies is a standard industry-
wide practice. A “cookie” is a small piece of information that a website assigns and stores on your 
computer while you are viewing a website. Cookies are used by us for various purposes, including 
allowing you to navigate between pages efficiently, as well as for statistical purposes, analytic 
purposes and advertising. You can find more information about our use of cookies 
here:www.allaboutcookies.org.  

please see our Cookies List at: https://www.radix-int.com/cookies-policy/ which details the 
cookies we use on are Site. You may change your preferences at any time using the cookies 
settings tool available on our Site.    

Also note that, most browsers will allow you to erase cookies from your computer’s hard drive, 
block acceptance of cookies, or receive a warning before a cookie is stored. You may set your 
browser to block all cookies, including cookies associated with our Site and Services, or to indicate 
when a cookie is being used by us, by adjusting the privacy and security settings of your web 
browser. Please refer to the support page of your browser to learn more about how you can adjust 
your privacy and security settings. Please note that once you choose to opt out or disable cookies, 
some features of the Services may not operate properly and your online experience may be 
limited. In addition, even if you do opt-out, you may still receive some content and advertising, 
however, it will not be targeted content or advertising.  

Where we use third-party advertising cookies, such third-party may independently collect, 
through the use of such tracking technologies, some or all types of Personal Data detailed above, 
as well as additional data sets, including to combine such information with other information they 
have independently collected relating to your online activities across their network of websites, 
for the purpose of enhanced targeting functionality and delivering personalized ads, as well as 
providing aggregated analytics related to the performance of our advertising campaign you 
interacted with. These third parties collect and use this information under their own privacy 
policies, and are responsible for their practices. 

 

8. DATA RETENTION 

We retain the Personal Data we collect as long as it remains necessary for the purposes set forth 
above, all in accordance with applicable regulation, or until an individual expresses a preference 
to opt-out.  

Other circumstances in which we will retain your Personal Data for longer periods of time include: 
(i) where we are required to do so in accordance with legal, regulatory, tax, or 
accounting requirements; (ii) for us to have an accurate record of your dealings with us in the 
event of any complaints or challenges; or (iii) if we reasonably believe there is a prospect of 
litigation relating to your Personal Data. Please note that except as required by applicable law, we 

http://www.allaboutcookies.org/
https://www.radix-int.com/cookies-policy/


may at our sole discretion, delete or amend information from our systems, without notice to you, 
once we deem it is no longer necessary for such purposes. 

In case you are an End User it is hereby clarified that the Customer decides and instructs us when 
to delete Personal Data (or otherwise exercises its independent ability to delete data through its 
account).   

 

9. DATA SECURITY  

We work hard to protect the Personal Data we process from unauthorized access, alteration, 
disclosure, or destruction. We have implemented physical, technical, and administrative security 
measures that comply with applicable laws and industry standards, such as encryption, access 
restrictions and permissions, etc. Additional information regarding our data security practices is 
available HERE.   

Note that we cannot be held responsible for unauthorized or unintended access beyond our 
control, and we make no warranty, express, implied, or otherwise, that we will always be able to 
prevent such access. 

Please contact us at: dpo@Radix-int.com if you feel that your privacy was not dealt with properly, 
in a way that was in breach of our Privacy Policy, or if you become aware of a third party's attempt 
to gain unauthorized access to any of your Personal Data. We will make a reasonable effort to 
notify you and the appropriate authorities (if required by applicable law) in the event that we 
discover a security incident related to your Personal Data.  

 

10. CROSS BORDER DATA TRANSFER  

Due to our global business operation, we may store or process your Personal Data in the EU, 
United States or in other countries. Thus, any information you provide to us may be transferred 
to and processed in countries other than the country from which you accessed our Service. In the 
event that we need to transfer your Personal Data out of your jurisdiction, we will take 
appropriate measures to ensure that your Personal Data receives an adequate level of protection 
as required under applicable law. Furthermore, when Personal Data that is collected within the 
European Economic Area (“EEA“) is transferred outside of the EEA to a country that has not 
received an adequacy decision from the European Commission, we will take necessary steps in 
order to ensure that sufficient safeguards are provided during the transferring of such Personal 
Data, in accordance with the provision of the standard contractual clauses approved by the 
European Union. Thus, we will obtain contractual commitments or assurances from the data 
importer to protect your Personal Information, using contractual protections that EEA and UK 
regulators have pre-approved to ensure your data is protected (known as standard contract 
clauses), or rely on adequacy decisions issued by the European Commission. Some of these 
assurances are well-recognized certification schemes. 

 

11. YOUR RIGHTS  

We acknowledge that different people have different privacy concerns and preferences. Our goal 
is to be clear about what information we collect, so that you can make meaningful choices about 
how it is used. We allow you to exercise certain choices, rights and controls in connection with 

https://www.radix-int.com/security-overview/
mailto:dpo@Radix-int.com


your information. Depending on your relationship with us, your jurisdiction and the applicable 
data protection laws that apply to you, you have the right to control and request certain 
limitations or rights to be executed. 

Please note, if you are an End User and you contact us regarding your rights, you will be directed 
to contact the applicable Customer as the “Data Controller” of the Personal Data. 

The table below details some of the principal rights that may apply to (subject to your jurisdiction 
and additional conditions), how you can exercise them and appeal a decision we take in this 
regard: 

Right to Be 
Informed 

You have the right to be provided with information regarding our Personal 
Data collection and privacy practices. All is detailed under this Privacy Policy. 
If you have any additional questions, please contact us at: dpo@Radix-
int.com 

Right to 
Know, Access 

Rights 

You have the right to confirm whether we collect Personal Data about you 
and to know which Personal Data we specifically hold about you, and receive 
a copy of such or access it.  

Right to 
Correction/ 
Rectification 

You have the right to request the updating of Personal Data that is not 
correct, taking into account the nature of the processing and the purposes.  

Right to Be 
Forgotten, 

Right to 
Deletion 

You have the right to request the erasure of certain Personal Data if specific 
conditions are satisfied. This right is not absolute. We may reject your 
request under certain circumstances, including where we must retain the 
data in order to comply with legal obligations or defend against legal claims, 
other legitimate interests such as record keeping with regards to our 
engagements, completing transactions, providing a good or service that you 
requested, taking actions reasonably anticipated within the context of our 
ongoing business relationship with you, fulfilling the terms of a written 
warranty, detecting security incidents, protecting against malicious, 
deceptive, fraudulent, or illegal activity, or prosecuting those responsible for 
such activities; debugging products to identify and repair errors that impair 
existing intended functionality; exercising free speech, ensuring the right of 
another consumer to exercise their free speech rights, or exercising another 
right provided for by law; and engaging in public or peer-reviewed scientific, 
historical, or statistical research in the public interest that adheres to all 
other applicable ethics and privacy laws, when the information’s deletion 
may likely render impossible or seriously impair the research’s achievement, 
if you previously provided informed consent.  

You do not need to create an account with us to submit a deletion request. 

Right to 
Restriction of 

Processing 

You may be entitled to limit the purposes for which we process your Personal 
Data if one of the following conditions are satisfied: where the accuracy of 
the Personal Data is contested by you, for a period enabling  us to verify the 
accuracy of the Personal Data; where the processing is unlawful and you 
oppose the erasure of the Personal Data and request the restriction of its use 
instead; where we no longer need the Personal Data for the purposes of the 
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processing, but we are required by you to retain it for the establishment, 
exercise or defense of legal claims; where you objected to processing (as 
detailed below) pending the verification whether our legitimate grounds 
override your request. 

Right to Data 
Portability 

You have the right to get a copy of your Personal Data in a portable format 
and, to the extent technically feasible, readily usable format that allows you 
to transmit the Personal Data to another entity without hindrance. We will 
select the format in which we provide your copy.  

Right to 
Withdraw 
Consent or 

Opt-Out 
(Object) 

Under the 
GDPR, and 

Specifically in 
the US the 

Right to Opt-
Out From:  

(i) Selling 
Personal 

Data;  

(ii) Targeted 
Advertising; 

and  

(iii) Profiling & 
Automated 

Decision 
Making 

When the lawful basis for processing your Personal Data is your consent, you 
may withdraw such consent at any time. For example, you may unsubscribe 
at any time from our mailing list. 

You further have the right to object to the processing of Personal Data, in 
the event the basis for processing is our legitimate interests. However, we 
will be permitted to continue the processing if our legitimate interests 
override your rights, or when processing is necessary to establish, exercise, 
or defend a legal claim or right. 

You have the right to opt-out from direct marketing, if applicable, by 
unsubscribing through the email received.  

We do not profile you in a manner that has a significant effect on you or 
other individuals, therefore there isn’t an opt-out option.  

We do not “sell” or “share” information as most people would commonly 
understand that term. We do not, and will not, disclose your Personal Data 
in direct exchange for money or some other form of payment; however, we 
do share Personal Data for analytic and marketing purposes, including 
targeted advertising, when we promote our Site or Services. In most cases 
we obtain Personal Data collected automatically from our Site and your 
actions therein through our use of cookies, and do not combine it with your 
actions on other websites, however, our third-party partners might do so, 
when providing analytic or advertising services to us.  

You have the right to opt-out of the “selling” or “sharing” of your Personal 
Data for “cross-contextual behavioral advertising”, or “targeted advertising”, 
often referred to as “interest-based advertising” as well. You can exercise 
these rights by using the cookies setting tool available on our Site. 

You are able to install privacy-controls in the browser's settings to 
automatically signal the opt-out preference to all websites you visit (such as 
the “Global Privacy Control”).  

In any event, please keep in mind that opt-out tools are limited to the 
browser or device you use because they work off your browser ID and device 
ID and, accordingly, you will need to opt-out on each browser and device you 
use. Your browser may save some information in its cookies and cache to 
maintain your privacy preferences. Clearing these may remove opt-out 
preferences, requiring you to opt-out again. 

https://globalprivacycontrol.org/


Right To 
Appeal or 

Lodge 
Complaint  

If we decline to take action on your request, we will inform you without 
undue delay as required under applicable laws. The notification will include 
a justification for declining to take action and instructions on how you may 
appeal, if applicable.  

Under the GDPR you have the right to lodge a complaint with the 
applicable Data Protection Authority in the EU or the Information 
Commissioner in the UK.  

Non-
Discrimination 

Denying a good or service, providing a different level or quality of service, or 
charging different prices. We do not discriminate against our Visitors or 
Customers, but we reserve the right to deny a good or service, provide a 
different level or quality of service, or charge different prices, all subject to 
applicable laws.  

 

For additional information on your rights and how to exercise your rights, please see the Data 
Subject Request Form (“DSR”) available HERE or send it to: dpo@Radix-int.com. For California 
residents, please further see our CCPA Privacy Notice to learn more about your rights.  

Certain rights can be easily executed independently by you without the need to fill out the DSR 
Form, and for example: (i) If you are our Customer, you can correct certain data provided under 
your Customer account (such as contact information) through the account settings; (ii) You can 
you can opt-out from receiving our marketing emails by clicking “unsubscribe” link; (iii) You can 
use the cookie settings tool on our Site to change your preferences. 

In the event you are a Customer – note that termination of the engagement or closing your 
Customer account does not automatically resolved in deletion of data. If you wish to deleted the 
data, please ensure to contact us with such request.  

 

12. PROTECTING CHILDREN 

Our Site and Services are not intended for Visitors or Customers under the age of eighteen (18). 
Therefore, we do not intend and does not knowingly collect directly Personal Data from children. 
We will discard any information we receive from a user that is considered a "child" immediately 
upon discovering that such a user shared information with us.  Please contact us at: dpo@Radix-
int.com if you have reason to believe that a child has shared any information with us. 

Under the use of our Product, we are not aware to the age of the End Users interacting with the 
Product on behalf of our Customers and it is the Customer’s responsibility to provide you with 
needed notifications, disclosures, and where applicable, obtain consent (including, where 
applicable, parental consent). Without derogating from the above, we collect data related to the 
use of the Product by End Users solely for the purpose of providing the Customer with the 
Services.  

 

https://ec.europa.eu/newsroom/article29/item-detail.cfm?item_id=612080
https://www.radix-int.com/dsr-form/
mailto:dpo@Radix-int.com
https://www.radix-int.com/ccpa-notice/
mailto:dpo@Radix-int.com
mailto:dpo@Radix-int.com


13. US JURISDICTION-SPECIFIC NOTICES 

General Applicability and Jurisdictions  

This section 13 applies to residents of specific US States under applicable specific state laws, 
including residents of Virginia, Connecticut, Colorado, Utah, Texas, Oregon, Montana (effective of 
October 1, 2024), and effective of January 1, 2025 – Nebraska, New Hampshire, New Jersey, 
Delaware, and Iowa, as amended or superseded from time to time and including any implementing 
regulations and amendments thereto (collectively, “US Privacy Laws”). Any term not defined 
herein under this section 13 shall have the meaning ascribed to such term in the Privacy Policy 
above or applicable US Privacy Laws.  

The specific disclosures in this Section 13 supplements our general Privacy Policy as detailed above 
and provides additional details to the extent we are deemed as a “Business” or “Controller” under 
applicable US Privacy Laws - for example where we process Visitor’s information regarding their 
use of the Site. We are not the Business or Controller of respective Device Users’ data, and 
information regarding privacy practices apply to such data should be provided to the Device 
User by its respective Customer. However, under section 3 above, you may find certain detailing 
regarding that data, provided for informational purposes only.  

California Residents – Please see the CCPA Privacy Notice, which discloses the categories of 
Personal Information collected, purpose of processing, source, categories of recipients with whom 
we share the Personal Information for a business purpose, whether the Personal Information is 
sold or shared, the retention period, and how to exercise your rights as a California resident. 

The Personal Information We Process 

Section 3 of this Privacy Policy “DATA SETS WE COLLECT AND FOR WHAT PURPOSE”, describes the categories 
of Personal Data that are collected and processed, and the purposes for which Personal Data is processed, 
stored or used. We will not collect additional categories of Personal Data or use the Personal Data we 
collected for a materially different, unrelated, or incompatible purpose without obtaining your consent. As 
further set forth above, collected Personal Data may include, depending on your interaction with us: 

• Contact Communications Information – including your identifiers and contact information (name, 
email, phone, etc.), the content of your inquiry, and additional information as provided voluntarily by 
you, such as your workplace and position, country of residence, etc. – collected and processed to 
respond to your inquiry and to keep a record of our interaction with you. 

• Customer Registration and Account Data – to allow our Customers and their End Users to access and 
interact with our Products’ web-interfaces and dashboard, including any data provided by the 
Customer such as their authorized representatives’ name, job title, email address, phone number, 
and other similar contact information (including usernames, and other authentication and security 
credential information). 

• Webinar Registration – In the event you register for our webinars you will be requested to provide 
us with your full name, email address, phone number, country, and any other information you choose 
to share with us.  

• Newsletter Registration and Promotional Communications – such as your email, phone number, and 
your interaction with the messages and content we will send you – collected and processed for 
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sending you news, promotional material and updates regarding our services per your consent and 
subject to applicable law, and to offer you to participate in certain Events. 

• Online Identifiers and Advertising and Targeting data – your IP address, location and time zone 
setting, operating system and Dashboard, browser plug-in types, domain name and your choice of 
browser, approximate location (derives from IP address), etc. – processed as part of our technical 
website management and operation, analytics and online marketing activity.  

• Resellers Data - If you wish to collaborate with the Company as a reseller of the Products, you will 
first be asked to submit an appropriate application for our review. As part of the application, you will 
be asked to provide information such as full name, contact information (phone, email, etc.), country, 
organization, field of operation, experience, etc. 

• Survey and Feedback – We may ask you to provide feedback on our Services, including any alpha/beta 
services or free demo services. If you choose to address our request for such feedback or participate 
in our survey, we will collect your feedback and contact information such as your name, email 
address, etc.   

Please note that under US Privacy Laws, Personal Data does not include publicly available information and 
information that cannot be reasonably linked to you, directly or indirectly, such as de-identified or aggregated 
data, and information governed by other state or federal laws, such as: Health or medical information covered 
by the Health Insurance Portability and Accountability Act of 1996 (HIPPA), Personal Data covered by certain 
sector-specific privacy laws, including the Fair Credit Reporting Act (FCRA), the Gramm-Leach-Bliley Act (GLBA) 
and the Driver’s Privacy Protection Act of 1994, Children’s Online Policy Protection Act of 1998 (COPPA), etc. 

“Sensitive Data” under US Privacy Laws is generally defined as data revealing racial or ethnic origin, religious 
beliefs, mental or physical health history, condition or diagnosis, sex life or sexual orientation, citizenship or 
immigration status, genetic or biometric data that can be processed/is processed to uniquely identify an 
individual, precise geolocation or personal data from a known child. We do not collect or process or use any 
Sensitive Data from Visitors or Customers.  

Disclosures of your Personal Data to Third Parties, and Sale or Share of Personal Data 

Under section 6 of this Privacy Policy, “Data Sharing”, you will find details regarding the categories of third 
parties we share Personal Data with for business purposes . 

First note, that as elaborated in the Privacy Policy, Device Users’ Personal Data and certain End User’s data 
are legally owned by the Customer, therefore inherently shared with them, or any third party as instructed 
by or related to them, as part of our service provision. 

We do not sell your personal information for profit. However, we do engage in targeted advertising on the 
Website. Some of those marketing activities, when conducted through the use of third parties, may be 
considered a “Sale” or “Share” under certain US Privacy Laws. In this context, as is common practice among 
companies that operate online, we permit third party advertising networks, social media companies and other 
third-party businesses to collect information directly from your browser or device through cookies or similar 
tracking technology when you visit or interact with the Website, for example, for collection of Online 
Identifiers and Advertising and Targeting data as detailed above. These third parties use this personal 
information to deliver targeted advertising (also known as “cross-context behavioral advertising”) and 
personalized content to you on our Website, on other sites and services you may use, and across other devices 



you may use, as well as to provide advertising-related services such as reporting, attribution, analytics, and 
market research. To learn more about this please read section 4 regarding Cookies. Depending on your state 
of residency and subject to certain legal limitations and exceptions, you may be able to limit or opt-out of the 
sale of personal information or the processing of personal information for purposes of targeted advertising 
through the use of the Cookie Toolbar on the Website’s footer or as described above in Section 7. 

We do not knowingly sell or share personal information of individuals younger than 16 years of age. Similarly, 
we do not Sell or Share any Sensitive Data. 

Exercising Your Privacy Rights 

Subject to certain legal limitations and exceptions, you may be able to exercise some or all of the rights 
detailed in Section 11 above, “Your Rights”, by filing the Data Subject Request Form (“DSR”) available HERE 
or send it to: dpo@Radix-int.com. 

We reserve the right to ask for reasonable evidence to verify your identity before providing you with any such 
information per applicable law, including requesting a photo ID or other similar documentation and records. 
We will always maintain the privacy and security of such evidence. 

Further, and as explained in Section 11, certain rights can be easily executed independently by you without 
the need to contact us, for example: (i) You can opt-out from receiving our marketing emails by clicking the 
“unsubscribe” link; and (ii) You can use the cookie settings tool on our Website to change your preferences. 

Furthermore, you can also opt-out from Interest-Based Advertising ("IBA") using certain available tools and 
features, as further details in the links below: 

• Digital Advertising Alliance (US) https://www.aboutads.info/choices/

• Digital Advertising Alliance (Canada) https://youradchoices.ca/en/tools

• Digital Advertising Alliance (EU) https://www.youronlinechoices.com/

• Network Advertising Initiative https://optout.networkadvertising.org/?c=1

Authorized Agents 

In certain circumstances, and subject to applicable US Privacy Laws, you may permit an authorized agent to 
submit requests on your behalf. The authorized agent must provide a letter signed by you confirming the 
agent has permission to submit a request on your behalf or provide sufficient evidence to show that the 
authorized agent has been lawfully vested with power of attorney. For security purposes, we may need to 
verify your identity and confirm directly with you that you have provided the authorized agent permission to 
submit the request, and it may take additional time to fulfill agent-submitted requests. We may deny a 
request in the event we are not able to verify the authorized agent’s authority to act on your behalf. Please 
note that for privacy and security reasons, we will direct future communications to the individual on whose 
behalf the request was made. 

Appeal Rights 
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Depending on your state of residency, you may be able to appeal a decision we have made in connection with 
your privacy rights request, by contacting us as instructed in our response. Please send your appeal request 
with a summary of the request and decision you want to appeal to dpo@Radix-int.com. 

Not more than 60 days after receipt of an appeal, and always in accordance with the timelines set by the 
applicable US Privacy Laws, we will inform you in writing of any action taken or not taken in response to the 
appeal, including a written explanation of the reason for the decision. 

If you are not happy with our response, depending on your jurisdiction, you may have the right to lodge a 
complaint against us with the relevant State’s Attorney General: 

• Colorado Attorney General as follows: Colorado AG at https://coag.gov/file-complaint /.

• Connecticut Attorney General at link: https://www.dir.ct.gov/ag/complaint/  or by phone (860) 808-
5318. 

• Virginia Attorney General at https://www.oag.state.va.us/consumercomplaintform.

• Utah Attorney General at https://www.attorneygeneral.utah.gov/contact/complaint-form/.

• Texas Attorney General at https://www.texasattorneygeneral.gov/consumer-protection/file-
consumer-complaint. 

• Oregon Attorney General at https://www.doj.state.or.us/consumer-protection/contact-us/.

• Montana Attorney General at https://dojmt.gov/consumer/consumer-complaints/.

• Nebraska Attorney General https://ago.nebraska.gov/constituent-complaint-form.

• New Jersey Attorney General at https://www.njoag.gov/contact/file-a-complaint/.

• New Hampshire Attorney General at https://onlineforms.nh.gov/app/#/formversion/e0c5d644-
c9d8-4056-a7cc-24d29c446fcb. 

• Delaware Attorney General at https://attorneygeneral.delaware.gov/fraud/cmu/complaint/.

• Iowa Attorney General at https://www.iowaattorneygeneral.gov/for-consumers/file-a-consumer-
complaint. 
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